Reporting Period: 17/02/2024 - 31/12/2024

Provider Name: team.blue Denmark A/S

Submission Date: February 2025

Abuse Category
Phishing
Malware
Email Abuse / Spam
Fraud/Scams

Hacking Activity
Copyright/DMCA

Trademark Infringement / IPR
Whois Inaccuracy

Other abuse reports

Law Enforcement and Government Requests
Child Abuse/CSAM

TOTAL NUMBER

Description
Atype of fraud aimed at acquiring sensitive information like usernames, passwords, or
financial details through fake websites.
Software used to disrupt computer operations, gather sensitive data, or gain unauthorized
access to computer systems.
Unsolicited commercial bulk email, including "spamvertising," which is advertising domains
via spam sent from another network.
Wrongful deception with the intent to gain a monetary benefit or other benefits such as access
to personal details.
Network attacks such as port scanning, brute force, denial of service attacks, etc., with the
intent to infect or exploit resources.
Content that is protected by copyright being published online without authorization.
Unauthorized use of a trademark on goods/services likely to cause confusion, deception, or
mistake about the source.
Inaccurate, outdated, or false contact details listed in the Whois directory.
Any other inappropriate content, including identity theft, unauthorized redirect/frame/IP
pointing, defamation, terrorism etc.
Requests from governmental or law enforcement agencies for user data, suspension,
takedowns based on legal requirements.
Adult content depicting minors.
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